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All your resilience and risk needs in a single platform...

[S[=

Battleground Live provides, in a single platform, the ability to connect the dots for all your risk and resilience
needs. At the core of our powerful platform is a business process module that connects operations to

systems, service providers, risks and controls. We know many GRC

platforms are now building out

operational resilience platforms — but Battleground is different... resilience is built in, not bolted on.
v

Response & Recovery Planning
prepare for disruption and mobilise teams, including real-time chat

IT Applications
define tolerances, connect to risks, assess controls,
generate insight

Services Provider Management
understand and mange third parties to support business
objectives

1
Il
Simulations
simulate and build response capability in a safe
environment

\
Questionnaires
capture and analyse feedback from a wide range of
people quickly

Threat Intelligence

emergency warnings, weather events and other incidents ﬂ
powered by bushfire.io and connected to your response plans

© 2025 Battleground Group Pty Ltd

Risk
identify, assess, connect and manage risks with real insight to the
underlying enablers and connections including Risk Appetite

——o Control
°= define, assess and understand the impacts across your business of
confrols to drive improvement

[ () Assurance
commonsense and value add assurance that provides insight
on objectives

Processes &
Business Impact

. Ana.IYSIS N Actions Plans
lden’nfy and visibility_of all your improvement actions and the impact on your
connect key risk profile
business
processes with
underlyin Compliance
enOber Oﬁd practical insight into your compliance position, informed by data
tolerances

T Policy Management
J, manage your policies and framewaorks, show linkages, gain insights
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Why Battleground Live [Hl=

Connect the dots from across your Built for everyday use with intuitive

business design

+ Data-driven reporting to power * Streamlines tasks so users can focus on
informed decision-making. daily responsibilities.

e ent onectence” o e + Mininises data recordng tme

+ Powerful pivot-based analytics for | I | te:(;:lrlzlses swift mobilisation of response
deeper insights into risk and continuity. @ ) '

Single-button incident activation for
rapid escalation.

Platform designed by risk & Resilience experts

+ Assists organisational leaders in using risk
and resilience data effectively.

» |dentifies and correlates known factors while
highlighting unknowns that need attention.

You're better with

AT TLE 100% 91% 68

© 2025 Battleground Group Pty Ltd




Platform designed by risk experts for
people who manage risk

Intuitive software to manage your entire risk & resilience lifecycle [—

We are immensely proud of our award-winning resilience software and recognising the increasing
awareness and focus on the importance of connecting resilience and risk. Our system has been
purpose built to connect the dots, from the ground up, with the needs of those who use the system,
manage risks and connect the dots top of mind.

Built for everyday use with intuitive
design

Connect the dots from all over your
business

Support for organisational leaders:
Assists decision-makers in using risk
data effectively.

Decision-making aid: Facilitates
informed decisions amidst imperfect
information.

Connection of data points: Helps in
identifying and correlating known
factors.

Identification of unknowns: Highlights
areas of uncertainty within the
available data.

© 2025 Battleground Group Pty Ltd

RAIDAR Al technology: Inbuilt artificial
intelligence focused on enhancing
efficiency in risk management.

Efficiency in tasks: Enables users to
concentrate on daily responsibilities.

Reduced data recording time:
Minimizes the time spent on logging
information.

Data-driven decision support:
Enables access to data for informed
decision-making.

Management conscience: Acts as a
guide for management's decision-
making process.

Business process architecture: Utilizes
a structured model for process-driven
operations.

Powerful pivot-based reporting:
Offers advanced reporting capabilities
for deeper insights.

4



How our clients benefit: [

% o @

Reduced manual data input Connected risk & resilience platform Live pivot reporting
Saas solution with methodology built in Rapid development cycle Single button incident activation

Some of these clients include:

Australiaruper ggankmerland Aﬁﬂ:@;g‘; =Transurban gr'grg“?t :: EORIOA

¢/
: WOODS @ ( 5 ) -
@I\S/:EAT%\L BAGOT @1 RosgowfPRE @ Yg =ElectraNet
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Al that simply drives efficiency and data quality [3[=

=

What RAIDAR does today... Safely and Securely

Streamlines Inputs Always under human control

@ Users can choose whether to use RAIDAR or not in each record.

H in the | finalrevi | i
compliance with defined taxonomy. Minimises the need for manual umanin the loop final review always required

E+ Automates data enfry processes for Risks and Controls, ensuring
inputs and uploads.

Switch on or off as you wish
@D Alcanbedisabled/ enabled by you, as and when you want, with no impact

Drives quality (@ ©n system functionality
Prompts generate quality risk and control descriptions based on user Enterprise grade LLM
input of intuitive and common-sense data m Enterprise grade service from major LLM that is Encrypted
Your data is not used for model learning

Connects the dots
0 RAIDAR Ai Chat X

. . . Management Plan (713% Regenerate
Generates risk and confrol information based on data entered across Sy 17,2025
the system — more complete, more insight I - B I % X t T Paagaph v = £ & .7
what are the key issues with this . L . .
. . . sy Developing a comprehensive risk management plan involves several key actions:
Andlyse pOlICIeS dnd reQUIremenfS 1. Implement an effective business continuity plan to swiftly resume operations
A [P . . . . RAIDAR Ai 17/07/2025 03:33 PM following disruptions.
~ Anolyse policies against best prochge onql dgvelop comprehenswe policy % The key issues with the 2. Establish partnerships with secondary service providers to ensure redundancy
- libraries connected to controls and risks with just a few clicks Environmental and Sustainability in critical operations.

Policy include:

3. Conduct regular cyber risk assessments and enhance cybersecurity defences to
protect against threats.

4. Develop disaster recovery protocols and conduct routine training drills to

You’re better With 1. Lack of Specific ensure readiness.

Type your message.
- While we have safeguards, RAIDAR Ai may give inaccurate information.
Negatives: i
X RAIDAR Ai Chat ‘ Cancel Accept and continue
» Lack of Specific Metrics: -

© 2025 Battleground Group Pty Ltd




Real Time Insight and Reporting Across Every Module

Dynamic Pivot Reporting

Drag-drop any field
across modules to build
live pivot tables, save
views, export instantly.

Interactive Dashboards

Interactive
dashboards display
residual risk, BIA stats,
action progress; filters
personalise views for
each leader.

© 2025 Battleground Group Pty Ltd

&, Filters
- — o — —
One-Click BCP & Registers - | -] [T == * - ’ -
g i U -
Finance @ | x - - Impravement required v
Word or PDF templates aufo — — -
. . Clear All Filters Apply Fifter
Plans, Risk Registers, Control L
* 82 Risk Matrix i= Risk Key Data
Consequence 5 Size: A4+ Orientation: Landscape ~  Columns « 7% Reset o default
- - - - - R,
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This Week (4.7 days)
Select Report
e . < v |
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= o
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any grid to PDF, Excel or CSV
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Track every risk with real-time insight and decisive action E=

RISK INTELLIGENCE

el ’ Dynamic Risk Exposure

@ Action Plans >

Compare inherent and
residual ratfings live,
instantly surfacing control
gaps against defined
RESILIENCE folerance levels.

&2 BlAs >

£) RiskClass »

:Z Plans >
@ Incidents >
@ Simulations >
O Response Teams >
EMERGENCY

i1 Touchbase

o= Threat Intelligence (Beta)
Operational Linkages

GENERAL Link eachrisk to controls,
providers, processes, action
plans and risk class for holistic
reporting.

gj}, Policy Manager >

8= Questionnaires

Reports
© 2025 Battleground Group Pty Ltd

Inherent Likeliheod  Uniiksiy

Hom likely i 4 that the sheve risk consequence will eventuste?

o will soeur repeatedly action being taken

Live Pivot and Reporting

Likely + 50-94%
Impact could ozcur within wecks to months under BAU, or, for projects; an balance of probabiltes will occar within the e of the project,

Slice risks by owner, location o—

Impact could occur within month 1o years under BALL, or, for projects; msy accur shortly during the life of the project but s distinct possibility it won

or class and update reports p—
live during leadership

Impact could oseur nce in 8 period of mare than 25 years

meetings. i . .
Unified Risk Register E———

Consequance

Capture risks with context,
ownership and categories, -~ .. 120 0 e
creating one definitive

] |
source across the 1
organisation. 3™ =1 1 1
‘;: OVERVIEW ";.' UNDERSTAND o MANAGE :; ASSESS —m8M8—— :;/ EVALUATE
Manage the risk
Management plan
What should we do about it? i Generate with RAIDAR Ai
B I X X tt Tr Paragraph » £ = & 7

1. Develop and regularly test a comprehensive business continuity plan 1o ensure rapid response and recovery from disruptions.
2. Implement a robust cybersecurity framework that includes ongoing monitoring and incident response protocols.
3. Establish backup power systems, such as generators, to maintain operations during power outages.
4. Conduct regular disaster recovery drills involving all key stakeholders to enhance preparedness and coordination. 5. Partner with external
experts for continuous risk assessment and remain informed about emerging threats and mitigation technologies.
Monitoring plan

What information should we monitor? {3 Generate with RAIDAR A

“ B I X X t Tr Paagraph v [E = & .

Utilise a combination of data sources to effectively monitor your Risk Management Plan. Internally, track performance statistics from your

SUppOI’i‘ fl'om RAiDAR Business Continuity Plan drills and cybersecurity audit results to assess preparedness levels.

Analyse control performance through employee training feedback and system downtime reports.

LeT RAl DAR SUggeST riSk Externally, gather market share data and stakeholder feedback to evaluate the impact of any disruptions on your market position, Collect

sentiment data from customer reviews post-crisis 10 gauge service delivery effectiveness.

deSCﬂpﬁO nS O nd plO I’]S TOiIOred TO Use leading indicators such as scenario-based drill outcomes and lagging indicators like actual recovery times following incidents to
. continuously refine your strategies.
your appetite and frameworks.

Relevant Controls

New Control +

. Backup systems €)  Business continuity planning €  Cross-training programs € v




Prove control design, ownership and effectiveness in one place E=

RISK INTELLIGENCE

&, Filters
5 Risks . Unified control hub ——— =
po— : o Consolidated library links controls to risks, - '
Dashboard Monitoring processes, applications, vendors, and S
@ Action Plans > Real-time dashboards ESQ ;)bllgohons, eliminating duplicate —— - ——
N registers. . . = .
) Risk Class ,  Visudlise overdue, Action-plan Linkage - A
IS . . i ,
?g:ﬁf;?veer'\ggﬂgng Generate action plans for v \
> =" weak controls instantly, ®
RESILIENCE Eor’(r)hceﬂxg:\errencfgrliszc;ir;es inheriting owners, budgets, -
< BiAs ) ‘ milestones, and automated -
tracking. . o .
j;ﬂ plans N \\;//\ OVERVIEWN —Mm ° MAP \\f/\ PRIORITISE \\f/\ EVALUATE
£ Incidents . Map the control
Business Process Required
@ Simulations » Internal IT Support v
}8 Response Teams > ri,:;mk ¥
O, Business Disruption € v
EMERGENCY

i1 Touchbase

o= Threat Intelligence (Beta)

GENERAL

gj}, Policy Manager >
8= Questionnaires

E Reports

Assurance Scheduler

Assign owners, test dates
and methods for design
or operational
effectiveness across
conftrol sefts.

© 2025 Battleground Group Pty Ltd

Guided with RAIDAR

RAIDAR proposes control wording,
responsibilities, and fest
frequencies, accelerating
deployment of robust mitigations
company-wide.

[} [ [2 Size: A4~ Orientation: Landscape ~

UNIQUE ID = RISK NAME t= RESIDUAL ASSESSMENT = EVALUATION =
RSK-10 Business Disruption Moderate Requires Attention
° 10 w Items per page
Application

Contract System € Customer Help Software € Comm Biz€)  Fraud Detection Software €
Service Provider

Mikes Plumbing €  Garys Accounting Services €  Computerteam €  Western Water Services €

Policies

Q. Environmental and Sustainability Policy € Business Continuity Plan €

[ [ [2 size: A4~ Orientation: Landscape =
POLICY NAME T POLICY NUMBER

Business Continuity Plan

© Reset to default

P

1 of 1 pages (1 item)

v

© Reset to default




Drive accountability with trackable Action Plans

RISK INTELLIGENCE

€73 Risks >
Controls >
@ Action Plans >

£) RiskClass »

RESILIENCE

&2 BlAs >

:Z Plans >
@ Incidents >
@ Simulations >
O Response Teams >
EMERGENCY

i1 Touchbase

o= Threat Intelligence (Beta)

GENERAL

gj}, Policy Manager >
8= Questionnaires

Reports

Ownership that sticks

Assign owners, notify them
automatically, and
escalate if actions fall
overdue oridle.

One action register

Manage all risk, audit
and incident-linked
actionsin one
fransparent cross-team
view.

© 2025 Battleground Group Pty Ltd

Progress at a glance

pass.

Evidence of closure

Upload proof, document
lessons learned, and
close actions with a full
audit trail.

Use RAG status and completion bars to
flag slipping actions before deadlines

Milestones and budgets

[S[=

Set start dates, end dates,

resource needs and cost —

with built-in assessments.

° cREATE

Action Plan Name

| Automated Validation Deployment

Action Plan Description

B I % X tt Tr Paagaph v (E &

Deploy automated validation tools to streamline data processing

Initial Due Date

‘Action Plan Drivers

Control evaluation @ Incident @ Compliance evaluation €

Policies

Q. Environmental and Sustainability Policy €

POLICY NAME
Environmental and Sustainability Policy

() uppate

[2 Size: A4~ Orlentation: Landscape ~  Columns +

Required  Action Plan Owner Required
2 Jake Schwarz v
Required
&
Required Current Due Date Required
x

7 Reset 1o default

1w POLICY NUMBER v

Action Plan Pivot Table

Select Report

Pivot Field List

Count of Action Plan Name ~ ©

All Fields 114

Q

CALCULATED FIELD K B EBv B~ [ -®cChssiclayou

Status = @

Action Plan Drivers = @  SubTasks T = @ v  complate

Closure Validation Description
Sub-Tasks

Current Due Date

Initial Due Date
Description
Drag fields between axes below:
= Filters M Columns
Risks (Al = Status =
Did take lon. T= ¥ Conrol | Evaluation
B Rows I Values
Action PlanDriv.. = Countof Actio_
Sub-Tasks T
Control Eval
~  Conirol B

False
Audit Framework U
Content Design

Content Update

Maonfioring Frame.

Mo Sub-Tasks
Policy Adjustmant
Predictive Madals
Program Developm...

Risk identification

Scanario Design

‘Tool Calibration
Taol Enhancement
Training Modules

Vendor System Eva

Risks (Al) = @

Didtake longer T = @

True

~ I Progress

Complete Total False True In Pragress Tot.-




Use risk class to organise, report and govern what matters most

RISK INTELLIGENCE

€73 Risks >
Controls >

@ Action Plans >
£) RiskClass »
RESILIENCE

&2 BlAs >

:Z Plans >
@ Incidents >
@ Simulations >
O Response Teams >
EMERGENCY

i1 Touchbase

o= Threat Intelligence (Beta)

GENERAL

gj}, Policy Manager >
8= Questionnaires

Reports

Board reporting made easy

Export clean views
grouped by class —
perfect for exec and
board reporting packs.

Consistent classification

Use a shared taxonomy
across teams so reports
and dashboards speak
the same risk language.

© 2025 Battleground Group Pty Ltd

Class-based heatmaps

response.

Filter heatmaps and dashboards by class
instantly to identify systemic risks needing

Linked appetite thresholds

[S[=

Framework-aligned labels

Tie each class to board-
endorsed tolerances and
raise alerts when exposure
exceeds limits.

) creare Q v

Risk Appetite Evaluation Frequency

Quarterly

Risk Appetite Approach

Open v Moderate
Risk Metric
Use the button below to create a new metric to help you measure your risk appetite for this risk class

New Risk Metric +
N B 1 Size: A4 ~ Orientation: Landscape ~
METRIC NAME T = FREQUENCY = OWNER = TYPE - EFFECTIVE FROM =

No records to display

(~ ) evawuarion

Risk Class Target Rating

Columns ~ 7 Reset to default

EFFECTIVETO = s

Map risk classes to ISO 31000,
COSO, DORA or CPS 230 for
regulatory readiness.

10 = ltems per page 0.0f 0 pages (0 item)
Qualitative Statement
Ise the button below to create and record your risk appetite statement(s) for this risk class
New Qualitaive Satement. +
[ [ [ size: A4~ Oriemation: Landscape » Columns * ¢ Reset to default
STATEMENT NAMET = QUALITATIVE STATEMEN" ¥ OWNER ¥ wE ¥ EFFECTIVE FROM ¥ EFFECTIVET
No records to display
10 ~  ltems per page 0.0f 0 pages (0 item)
o, Filters
Business Unit Critical Operation Risk Class Risk Residual Assessment Service Provider
Depanment Critical Sub Operstian Risk Owner cantrol Evalugtion
Organisational Team Business Process Risk Acceptalility IT Application
Apply Filter
@ Risks By Risk Class = O Control Evaluation By Risk Class =
3 3
2 2
1 1
0 o
& @ & & P ) P S N S
PR S SR & B & & P A A A A A A &
& [ @‘7 & F *F « F & & cﬂ" N ¥ < s &
& o & 5?“3 B < oF & & B
& &
Very Low L Minor tod Very High mprovement Requred @ Weak @ Salsiaciory @ Strang




Simplify your BIA into a single system

Manage Applications *
RISK INTELLIGENCE RPO s the amount of data you are happy to lose after an IT cutage. Please select the option that best suts your
. i
@ Risks > One-click BCP output e ey et e el
Controls . . . Generate Word-format or mobile
Guided BIA wizard friendly business continuity plans
. . . instantly, with up-to-date data.
@ Action Plans ’ Six-step wizard walks users Y P 2
) Risk Class , through BIA capture, Real-time BIA analytics . =
“ i i N Key Process Applications
reducing gomplexﬁy qnd Pivot tables let leaders .
accelerating completion interrogate BIA data live,
RESILIENCE fimes dramatically. revealing gaps and trends A e e L o e
Battleground oot LastTransaction Use SMS and Twams o
across functions. e
Track paper of
- BIA Wizard: Asset Management B BkLs mm Use another Payroll system to pay
:;ﬂ Plans > the staff on time o
4% Incidents > -
@ Simulations > Criticality E
O Response Teams > ;:T:mw.mw ﬁ"f” :W.m“ = T:::.,m o :m‘emn = ::::mw. Tn.g
EMERGENCY . —
S Touchbase e
o= Threat Intelligence (Beta) =] EDNETTEETE n
Criticality Assessment = e o,
GENERAL Easy layout to capture the
) Policy Manager , criicality of each business Service Provider Management
= process, aligning it to ISO - ]
= Questionnaires Principles I70g' and map service providers, . .
= linking tolerances directly to T A
Reports business processes. e _—
© 2025 Battleground Group Pty Ltd o i




Build capability fast with secure, immersive simulations

RISK INTELLIGENCE

€7 Risks >
Controls >
@ Action Plans >
£) RiskClass »
RESILIENCE

&2 BlAs >
:Z Plans >
@ Incidents >
O Response Teams >
EMERGENCY

i1 Touchbase

o= Threat Intelligence (Beta)

GENERAL

Policy Manager >

8= Questionnaires

Reports

Immersive multimedia injects

Customisable injects use
emails, social feeds, news
broadcasts and videos for
realistic, high-pressure
decision-making.

Distributed participation

Teams collaborate onsite or
remotely in real fime,

Safe closed environment

Run exercises in a secure sandbox,

preventing information leakage
while testing sensitive scenarios.

Comprehensive outcome logging

nstant post-exercise analytics

keeping everyone engaged
throughout the simulation.

Auto-generated analytics

highlight strengths, gaps and
critical next-step improvements.

© 2025 Battleground Group Pty Ltd

System records every
message, task and decision,
generating audit-ready
evidence and
developmental insights.

[S[=

2:20

< Outlook

BRTTLE
EROUND

top Bank in the UK

‘Q ALERT
@ AL

Workshop: Crisis Exercise - Ransom attack on a

HURCH 50

Jul 17, 202:5 11:31:18

+ New Message

7
@~

BSEES

Workshop: Crisis Exercise - Ransom attack on a top

A

E:__E NEWS BROADCAST {

ALERT

INBOX: NEWSPAPER

[PARTICIPANT] El
Goldberg

IPARTICIPANT]
Georgina Stevenson
Maor Bank Hit by Cybes Attack,
Customer Data Leaked

s 01171080

[PARTICIPANT] El

DAILY2NEWS

NYDAILYNEWS.COM

Major Bank Hit by Cyber Attack,
Customer Data Leaked
Maor Bank Hit by Cyber Attack, Customer Data Leaked

Amalor bank has confirmed it has falien victi 10 a significant cyber
aack,
thousands of customers frustrated and concerned sbout the securty of
thew parsonal information.

saying, We have det 5 10 0ur systems, which has

ledto

and
tomers have tsken to social media to

“Seriously, my
info safe? Time to switch! @ & ¥DataBreach” Another wrote, Thanks
for the heads up, guys... oh wall, there wasnit one! % @ #PrivacyFail”

ddrosses,

: finsncial details
‘exact aumber of customers affected, it has advised all clients 1o manitor
ther ac
Mitchell commented on the situation, stating, “Thés breach highlights the

Jul 17,2025 11:00:44
sope

+ NewMessage

SOCIAL 2

OTHER PARTICIPANTS (3) v

Name
Crag Goldberg
£48gng

Georgina Stevenson




Keep every policy current, compliant and traceable

RISK INTELLIGENCE

€73 Risks >
Controls >

@ Action Plans >
£) RiskClass »
RESILIENCE

&2 BlAs >

:Z Plans >
@ Incidents >
@ Simulations >
O Response Teams >
EMERGENCY

i1 Touchbase

o= Threat Intelligence (Beta)

GENERAL

gj), Policy Manager >

8= Questionnaires

Reports

© 2025 Battleground Group Pty Ltd

Linked Compliance Map

See instantly which risks and
confrols a policy supports or
governs.

Targeted Distribution

Distribute policies to
designated roles, sites,
and contractors, capturing
acknowledgements
instantly for compliance
assurance.

Centralised Repository

Secure repository with
automated version control
guaranteeing staff reference
the single current approved

[S[=

O RAIDAR Ai Chat

July 17, 2025

17/07/202503:32 PM

what are the key issues with this
policy

RAIDAR Ai 17/07/2025 03:33 PM

éﬁjﬁ.% The key issues with the
Environmental and Sustainability
Policy include:

1. Lack of Specific

Type your message...

Negatives:

> RAIDAR Ai Chat
« Lack of Specific Metrics:

policy.
All Policies
Review Cycle Alerts e e pe—
Auto-reminders and
. . . Bring Your Own Device (BYOD) Policy Overdue Policy
audit logs maintain Al Gap Analysis
policy freshness and ]
regulatory defensibility. RAIDAR detects P
regulatory changes,
highlights missing clauses,
and drafts compliant o .
. ironment ust: I Active licy
language before audits
arise.

RAIDAR Al ANALYSIS

2 Reset to default

[ size: A4~ Orientation: Landscape »  Columns ~

L 2 POLICY DESCRIPTION - APPROVED DAY

Analysis of the BYOD Policy

This Bring Your Own Device (BYOD) policy is designed to
ensure compliance with 15027001 and SOC 2 Type Il

This policy outlines the acceptable use, security, and
responsibilities for employees who use their own devices

01/06/2024 s o
(aptops, tablets, smartphones) for work purposes.

standards for Information security management, which are
critical in the Information Technology industry.

Industry Context: This policy is relevant to the Business.
Continuity Management industry, which focuses on
ensuring that critical business functions can continue
during and after a disaster.

ysis of

C Plan This Business Continuity Plan is a supporting document for

the BC Plan on a Page, and addresses the foliowing
scenarios; Loss of/Denial of Access to Site, Loss of
T/Technology, Loss of Key People, Loss of External Thirg-
Party Provider.

01/07/2023 s o F

Analysis of Environmental and

Sustainability Policy

Industry Context: This policy is relevant to the

This policy sets out Battleground's commitment to.

practices. It applies to all operations, activities, and
employees across our firm, as well as our supply chain and
industry standards, partners.

0022025 S W #

Environmental
particularly focusing on sustainability practices and...




Manage your plans, incidents, people and processes through mobile

and web crisis and incident management

%

Activation & Escalation
— Easily activate your
plans and teams
including role
escalation.

Automated log
keeping — every action
taken is automatically
logged and this
running log can be
viewed by anyone at
any time

&9

Communicate — with
built in chat
messaging, audio and
video conferencing.

Reach your team -
two-way SMS, email
and push messaging
to reach your people
anytime.

© 2025 Battleground Group Pty Ltd

Roles and
responsibilities — View
and interact with
checklists that help
you know your role,
tasks and actions.

Mobile control centre -
with a user-friendly
interface that fracks
actions, assigns tasks
and manages
incidents.

Understand your
business — through an
online guided business
impact analysis,
integrated in real time
with your plans.

Reporting - in real-time
of your BIA information
with online Pivot Tables
and Charts

[S[=

BARTTL
EROUN

=

E
D

Your Role: CEO [Primary]

< Crisis Management Plan -..

A > s > Crisis Management Plan - Template 1

01 Crisis Management Initial Checklist

(1)

ur Role: CEO [Primary]

* i Ol Initial Actions For all Disruptions

Settings

{v) In Progress

03 Loss of Site

Information
@ Outstanding

Do

04 Loss of IT

Bring the BCP Team together

A > BA Key Processes » Transaction Processi

This process handles financial transactions
and ensures their accuracy. It includes
reconciling daily transactions and
addressing discrepancies.

’ W
Joe McDavitt
ol

Internal

Immediate (<4 hours)

Tier1

Financial Services

Payment Team

itior

Rrichane Haomae

My Incidents My Plans >
2 Incidents 4 Plans 2. 1. Confirm Initial Incident Assessment  —>
2. 2. Assign Crisis Lead >
A -,
b an
2. 3.Set Up Initial CMT Meeting ->
My Messages o ‘
Fhassages 2 Contacts > 2. Stakeholder Mapping ->
o> (1)
Tasks: 20% Completed
e, =
@ Customise View @ Search
S
Touchbase a Filtered by: My Tasks X Al X
Active Incident: BCP Event at Como Site

st

-~
-—
Report

% Details  § Assessment Questions & Checklists

® Incident Chat [ Questionnaires.

Incident Log
= Rr—

(5 oo | s | Som |

Time. T Rl
oaMariz0s nfe Craig has alerted 000
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134473 Action
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Battleground Live — What's in the box...

Resilience dota entry, SUpport q
prepare for disruption and Wwe Wysys
mobilise teams, including a2 0/,0,
real-fime chat ) %,
simulate and build response Risk — .

Operahng Engine

—_ Management .og— %
capability in a safe —o- R
environment Control %

Management

©
Q Processes ‘l' @
and Issue
Data
Management

Policy %
Systems Manager uE‘éI
Compliance

understand your data,

Ay
: L
systems and processes Service )
(@)

) Provi
connect service roviders .11.
providers Incident and
define and assess Breach
policies O
N
understand how you &L
achieve your goals ob
‘&\o
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* identify, assess, connect
and manage risks with
confidence

+ define, assess and improve
conftrols

» visibility of improvement
actions

« practical insight into your
compliance position

Emergency Management

* emergency warnings,
weather events and other
incidents powered by
bushfire.io and connected
fo your response plans

* eqsy to use mass
messaging with conftrolled
templates and simple
tracking of responses



A secure SaaS web and mobile solution

Cloud Based

Mobile and Web Application

SMS and conference calling

Managed and monitored 24*7 for
uptime and incidents

Login

© 2025 Battleground Group Pty Ltd

=

Multiple Zones within AWS (Option for servers to be set up in your
region if available)

Highly Available Infrastructure — 99.99%

Mobile —iOS and Android

Web - any modern web-browser

Twilio web telecommunications provider

Dedicated phone numbers for you — so you know with confident a
call or message is from Battleground

Global development and ongoing support and maintenance

Single Sign-on - Out of box for Azure and ADFS

User provisioning — out of the box with SCIM User Provisioning §
2FA enforced for all users 9

il SO 27001 Certified

<
oLy
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RESILIENCE FOR TOMORROW, TODAY.

Battlegroundgroup.com
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