S5 EROUND

RESILIENCE FOR TOMORROW, TODAY.

Battlegroundgroup.com

Climate ) SOC 2 Type ll
Active
Carbon TTTTTTTTTTTTTTTTT

Neutral

© 2025 Battleground Group Pty Ltda ~~ ORGANISATION ISO 27001 Certified



Risk + Resilience
Software
Saas resilience software to
manage your entire risk &
resilience lifecycle
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Founded in Australia
Utilised Daily Worldwide.
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Risk + Resilience

Consulting
End to end strategic &
operational consulting for the
leaders of tomorrow
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Eli Goldberg, Head of Battleground UK &
EU is an award-winning industry leader in
Business Continuity and Crisis
Management.

Craig Goldberg, Global CEO Is a former
Deloitte Partner and the Founder & CEO.
Craig has been a resilience leader for over
25 years earning him multiple awards.

Luke Smailes, Director is an ex-senior
leader at PWC/KPMG. His expertise in
strategic risk and resilience management
enables him to deliver practical, results-
driven solutions.

Joe McDavitt, Director - Risk is an ex-
senior leader at Deloitte/KPMG. Joe leads
the risk space at Battleground.



Battleground Value Proposition [

Continuous Improvement

We confinuously invest in new features and capabilities to keep our
platform at the forefront of Risk and Resilience technology.
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How our client's benefit: =
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Reduced manual data input Connected resilience platform Simple to use platform
Saas solution with methodology built in Rapid development cycle Single button incident activation

Some of these clients include:
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All your resilience and risk needs in a single platform...[—| —

Battleground Live provides, in a single platform, the ability to connect the dots for all your risk and resilience needs.

At the core of our powerful platform is a business process module that connects operations to systems, service
providers, risks and controls.

Risk

Response & Recovery Planning identify, assess, connect and manage risks with real insight to the

DiEelie e Sl e Frelilbes e underlying enablers and connections including Risk Appetite

IT Applications o ——o Control
define tolerances, connect to risks, assess controls, o= 0—  define, assess and understand the impacts across your business of
generate insight controls to drive improvement

Services Provider Management
understand and mange third parties to support business
objectives

[ () Assurance
aaw commonsense and value add assurance that provides insight
on objectives

Simulations

Connects the Actions Plans
different areas visibility of all your improvement actions and the impact on your
risk profile
of your
organisation to
understand

1
Il
Business Impact Analysis
Identify and connect key business processes with
underlying enablers and tolerances

\
Questionnaires
capture and analyse feedback from a wide range of
people quickly

Compliance
what needs to practical insight intfo your compliance position, informed by data
be stress tested,

allin a safe
Messenger % environment T ,L Policy Management

chat to feams in real time during planning and incidents manage your policies and framewaorks, show linkages, gain insights

N 4
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Transforming the simulation experience into a learning

environment

Collaborate and participate
RISK INTELLIGENCE

anywhere

=% Risks > : :
Our simulations can be
[ controls > conducted on site in
- real time orremotely in
= Action Plans ¥ . .
multiple locations
£3 Risk Class » through the simulation
tfogether.
[ Culture Workshops 9

e Ovutcomes and
£ BlAs 5 reporting
7 Plans ; All outcomes and
_ communications
43k Incidents » .

are recorded in the
() simulations s system and can be
_ used for ongoing
EEE ’ development and
1 Response Teams > reporTing purposes.
GENERAL
8, Users
EE  Service Providers

ili| Critical Operations
C Policy Manager >

= Questionnaires

W

Threat Intelligence

Governance Dashboard

1

Reports
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Safe closed online environment

All within a safe closed
environment where you can

exercise or frain a team without
worrying about information

leakage.
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NEWS BROADCAST

Various customisable
inject types

Eachinjectis
customisable to specific
details, with many inject
styles to choose from
such as newspaper
arficles, news
broadcasts, social feeds,
emails, calls, SMs,
memos and alerts.

Visuals, videos and media
included to create a realistic
fully immersive experience
during the simulation.

Workshop: Crisis Exercise -

[PARTICIPANT] Craig 20241126 11.00
Goldberg.
x To

4P

Fully immersive experience

Comemricatons  Lead  Legal

Nov 26, 2024 11:01:48

+ New Message

‘Seriously, @BankName? My data's been leaked? Not on, mate! &
# each

g hands. Bloody helll @

Thanks for the heads up, @BankName... oh walt, there wasnt one! % @
3

Craig Pinel

Ray Kiejageld

Next Inject

Injects

Date / Play Time
Dee 24, 2021 10,00

Inject Datails

(Hews
widea rial
‘Mo (Memo)
fre

Email (Email)
10 Craig USA

Participants (4) ~




How we deliver exercises

. * Confrmation of exercise maturity
P | annin g *Confirmation of exercise context and objectives
* Confirmation of exercise scope and limits

*High level scenario co-development

De\/e|opmen1- *Detailed scenario co-development

*Software enabled development of injects and
collateral

*Software enabled injects and response

*Evaluate reference and understanding of incident
response and risk management documents

*Evaluate participation rates and response to injects
¢ Activley support and facilitate within session

Exercising

*Hot debrief in exercise
*Questionnaire to all participants for feedback

RepOrﬂng *Flash report within 48 hours

*Detailed report - focusing on operating rhythm,
decision making and communciation
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Operating Rhythm

activation and escalation;

data gathering, filtering and assimilation;
roles and responsibilities; and

Crisis / Incident Management Team
operations including meeting cadence,
action prioritisation and tracking and data
management.

Decision Making

decision identification and prioritisation;
delegation;

decision making process; and
contingencies and ongoing attenuation.

Communications and Stakeholder Management

internal communications;

external communications; and

stakeholder identification, engagement and
management.



Manage your plans, incidents, people and processes through

mobile and web crisis and incident management

%

Activation & Escalation
— Easily activate your
plans and teams
including role
escalation.

Automated log
keeping — every action
taken is automatically
logged and this
running log can be
viewed by anyone at
any time

&9

Communicate — with
built in chat
messaging, audio and
video conferencing.

Reach your team -
two-way SMS, email
and push messaging
to reach your people
anytime.
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Roles and
responsibilities — View
and interact with
checklists that help
you know your role,
tasks and actions.

Mobile control centre —
with a user-friendly
interface that fracks
actions, assigns tasks
and manages
incidents.

Understand your
business — through an
online guided business
impact analysis,

integrated in real time
with your plans.

Reporting - in real-time
of your BIA information
with online Pivot Tables
and Charts
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< Crisis Management Plan -..

A > s > Crisis Management Plan - Template 1

Your Role: CEO [Primary]

01 Crisis Management Initial Checklist 0

ﬁ > BIAKey Processes » Transaction Processi

This process handles financial transactions
and ensures their accuracy. It includes
reconciling daily transactions and
addressing discrepancies.

ne

Joe McDavitt

Internal

Immediate (<4 hours)
Tier 1
Financial Services

Payment Team

Rrichane Haomae

My Incidents My Plans =
2 Incidents 4 Plans 2. 1. Confirm Initial Incident Assessment  —>
2. 2. Assign Crisis Lead >
A -
. @n
2. 3.Set Up Initial CMT Meeting ->
My Messages o ;
FhMassages 2 Contacts > 2, Stakeholder Mapping ->
o> (1)
Tasks: 20% Completed
e, =
@ Customise View @ Search
Touchbase < Filtered by: My Tasks X All X %
% Active Incident: BCP Event at Como Site

1
-a.
L
Report

* Incident

Settings

@ In Progress

03 Loss of Site

Information
@ Outstanding

Do

04 Loss of IT

ur Role: CEO [Primary]
Ol Initial Actions For all Disruptions

Bring the BCP Team together

st

-~
-—
Report

% Details @ Assessment Questions

® Incident Chat [ Questionnaires.

Incident Log

= Sa——

Tme 4 Ty

06/Mar/2025
134600

134600

96/Mariz025
34500

06/Mar/2025
134473

@ S

Ation

‘communication

& Checklists

Type (Inchude)

(5 oo | s | Som |
4 Description

e Craig has alerted 000
Cammunication o bas informed Ben S ef the siuation

Aztion Jske houtd g0 to the hotel side and ensure it s safe

nged 10 Compiere

10 Jake Schivarz

= s

i Teams & Extemal Contacts. & Internal Contacts. 8 Tasks & Actions A Incident Log

Rifated Task Performed By

Relsted
Task
Status

. Relsled | Performeg
" omk oy T

3.51and

&
[ Coidbery  COMPRIE

Lcom.al, £l Goldterg felig corm.aul, Bamian
1. Peter Duft com s,

am e
Ieralg@battiaground.com. sul, Jos McDavitt [os@battizqground com.aul. Luke Smailes [lukeoattieground.com. sl

aul, Peter Duffy 7 Ray Kleingeld




A secure SaaS web and mobile solution

=

Multiple Zones within AWS (Option for servers to be set up in your
Cloud Based region if available)

Highly Available Infrastructure — 99.99%

Mob“e Ond Web AppliCOﬂOﬂ Mobile - iOS and Android

Web - any modern web-browser

Twilio web telecommunications provider
SMS and conference calling

Dedicated phone numbers for you — so you know with confident a
call or message is from Battleground

Managed and monitored 24*7 for
uptime and incidents

Global development and ongoing support and maintenance

OMWPLANG,
Single Sign-on - Out of box for Azure and ADFS 535’6 %ﬁ\
Login User provisioning — out of the box with SCIM User Provisioning o e
2FA enforced for all users o
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Crisis Management
Ensure your organisation stays on the
front foot in the face of a crisis.
Battleground enables you to react
quickly, consistently and effectively.

OO

Business Continuity
When business interruptions occur,
Battleground prepares you with the right
strategies to continue and even
enhance your organisation’s
performance.

Risk Management
Battleground helps to you confidently
manage risks in the real world, where
objectives, design and enablers must
work together to protect and grow value.
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